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ABSTRACT

Digital communication offers so many advantages over analog communication, that today majority of communication systems are digital only. In that DS-CDMA system is well known wireless technology. DS-CDMA system suffers from Multiple Access Interference (MAI) caused by the users. Multi-User Detection schemes were introduced to detect the users data in presence of MAI. M-sequences, gold sequences etc., has been traditionally used as spreading codes in DS-CDMA. This paper introduces a new type of sequences called chaotic sequences for DS-CDMA system. Simulation results gives the performance of three detectors known as conventional detector, Decorrelating detector and MMSE (Minimum Mean Square Error) detector with chaotic sequence as spreading sequence. Comparison shows that chaotic sequence is better than the gold sequence, and also MMSE gives the better performance than the decorrelator. analysis is to be carried out.

Index Terms—DS-CDMA, gold sequence, chaotic sequence, decorrelator, MMSE, conventional detector

I. INTRODUCTION

Spread spectrum techniques have been widely used in wired and wireless communications. The advantage of the spreading of the signal spectrum gives us robustness against interference and noise, low probability of intercept, realization of Code Division Multiple Access (CDMA) and so on. In order to spread the bandwidth of the transmitting signals, spreading sequences have been used extensively in spread-spectrum communication systems[1].The zero auto-correlation and cross-correlation for the set of sequence plays an important role in DS-CDMA systems. A periodic sequence with zero out-of-phases is called an orthogonal sequence or a perfect sequence, it can reduce the multi-path interference. Similarly, a set of periodic sequences with zero cross-correlation values is set of uncorrelated sequences. However, it is not possible to found in single sequence spreading code. . The use of any specific kind of binary spreading sequences means that squaring the spread signal would remove the signature sequence filtering out only the outspread modulated carrier. That is, the communication is easily intercepted by adversary receivers. The concept of pseudo-noise sequences, even M sequence and Gold code is not the best choice for message transmission due to the negative property of security. This paper uses a different type of spreading sequence for use in DS-SS systems called chaotic sequences. These sequences are created using discrete, chaotic maps [2]. The sequences so generated with both Logistic map and Tent Map as
well-known, even though completely deterministic and initial sensitive, have characteristics similar to those of random noise. Surprisingly, the maps can generate large numbers of these noise-like sequences having low cross-correlations. The evaluated performance of the systems will be compared in the presence of additive white Gaussian noise (AWGN) for different numbers of users. The noise-like feature of the chaotic spreading code is very desirable in a communication system. This feature greatly enhances the LPI (low probability of intercept) performance of the system.\cite{1-2}

The conventional systems used either frequency spectrum sharing or timesharing and hence there was the limitation on the capacity. With the advent of spread spectrum and hence CDMA, fixed bandwidth was used to accommodate many users by making use of certain coding properties over the bandwidth. But this system suffers from MAI (Multiple Access Interference) caused by direct sequence users. Multi-User Detection Technique is going to be the key to this problem. These detection schemes were introduced to detect the users’ data in the presence of Multiple Access Interference (MAI), Inter Symbol Interference and noise.

The DS/CDMA receivers are divided into Single-User and Multi-User detectors. A single user receiver detects the data of one user at a time whereas a multi-user receiver jointly detects several users’ information. At the receiver, the aim is to restore the signal, which is corrupted by the channel back to its original form. In its simplest form, the Single-User detector is a matched filter to the desired signal. Other users’ signals are treated as noise (self noise). These self-noise limit the system’s capacity and can jam out all communications in the presence of a strong nearby signal (Near-Far Problem)

This problem has been solved subsequently and resulted in less complex suboptimal multi-user detection algorithms such as the decorrelating detector, minimum mean square error detector (linear detectors) and other sub-optimal detectors. Because of the significant advantages which multi-user detection offers CDMA based wireless systems, in terms of capacity improvements and near-far resistance.\cite{3-6}

The following sections of this paper, overview of multiuser detection problem, conventional detector, and linear multiuser detectors are presented. The simulation model applied for this work is described. The BER performance results are presented. Finally, we conclude.

II. CONVENTIONAL MATCHED FILTER

The DS-CDMA receivers using are based on conventional detector, also known as matched filter \cite{7}, and we consider BPSK transmission through a common AWGN channel. Figure 1 shows the conventional single user matched filter to generate sufficient statistics for signal detection matched filter is used.

The detector is implemented as a K separate single-input (continuous-time) single-output (discrete-time) filters with no joint processing at all.
Each user is demodulated separately without taking into account the existence of other (K-1) active users in the system. In other words, other users are considered as interference or noise [8].

\[ Y(t) = \sum_{k=1}^{K} A_k b_k S_k(t) + n(t) \]  

(1)

For K direct sequence users in the synchronous single path BPSK real channel, the baseband received signal is given by

\[ y_k = \int_{0}^{T} Y(t) s_k(t) dt \]  

(2)

\[ y_k = \int_{0}^{T} \left( \sum_{j=1}^{K} A_j b_j S_j(t) + n(t) \right) S_k(t) dt \]  

(3)

\[ y_k = A_k b_k + \sum_{j=1, j \neq k}^{K} A_j b_j \rho_{kj} + n_k \]  

(4)

where

\[ n_k = \int_{0}^{T} n(t) s_k(t) dt \]

\[ \rho_{kj} = \int_{0}^{T} S_k(t) S_j(t) dt \]

\( pkj \) is the cross correlation of the spreading sequence between the \( k^{th} \) and \( j^{th} \) user. The decision is made by

\[ \hat{b} = \text{sgn}(y_k) \]  

(5)
The single user matched filter receiver takes the MAI as noise and cannot suppress it. In matrix form, the outputs of the matched filter as

\[ y = RAb + n \]

Where \( R \) is the normalized cross correlation matrix whose diagonal elements are equal to 1 and whose \((i,j)\) elements is equal to the cross correlation, \( p_{ij}, A = \text{diag}\{A_1, \ldots, A_k\}, \)
\( y = [y_1, \ldots, y_k]^T, b = [b_1, \ldots, b_k]^T \) and \( n \) is a Gaussian random vector with zero mean [9].

**III LINEAR MULTIUSER DETECTORS**

a) Decorrelating detector

An optimal receiver must be capable of decoding the bits error-free when the noise power is zero. Decorrelator is a kind of linear multi-user receiver. The decorrelator has several desirable features.
Figure 2 shows the decorrelating detector, its performance is independent of the power of the interfering users. The only requirement is the knowledge of timing which is anyway necessary for the code dispersing at the centralized receiver [10]. The decision for the kth user is made based on

\[ \hat{b} = sgn(R^{-1}(y)) \]  
\[ \hat{b} = sgn(R^{-1}(RAb + n)) \]  
\[ \hat{b} = sgn(Ab + R^{-1}n) \]

Hence, we observe that in the absence of background noise the decorrelating detector achieves perfect demodulation unlike the matched filter bank. One advantage of the decorrelating detector is that it does not require knowledge of the received signal amplitudes. Disadvantage is noise enhancement levels are higher.

Algorithm for decorrelating detector

\[ y(t) \]

\[ R^{-1} \]

- If \( \hat{b}_{\text{true}} < 0, \hat{b} = -1 \)
- If \( \hat{b}_{\text{true}} > 0, \hat{b} = +1 \)

If \( \hat{b} \neq b \)
error = error + 1
b) Minimum mean square error detector

Figure 3 shows the MMSE receiver, it is another kind of linear multi-user receivers. The description of MMSE detector can be graphically represented in Figure 4.

![Figure 3: MMSE detector](image)

The MMSE implements the linear mapping which minimizes the mean-squared error between the actual data and the soft output of the conventional detector, so the decision for the $k^{th}$ user is made based on this approach where the mean squared error between the output and data is minimized. The detector resulting from the MMSE (minimum mean square error) criterion is a linear detector[11]

MMSE detector balances user decoupling and noise enhancement problem. the Explicit knowledge of interference parameters is not required, since filter parameters can be adapted to achieve the MMSE solution. disadvantages are it requires received amplitudes estimation and the Performance depending on the powers of the interfering users

\[
b = \text{sgn}(R + (N_0 / 2)A^{-2}) y \quad \text{---(10)}
\]

\[
b = \text{sgn}(R + (N_0 / 2)A^{-2})(RAb + n) \quad \text{---(11)}
\]
Algorithm for MMSE detector

IV SPREADING CODES

a) Gold sequence
The autocorrelation properties of a m-sequence cannot be better and doesn’t exhibit good correlation properties for code division multiple access. For this reason a particular class of PN sequences is used, these are called as gold sequence.

Gold code can be generated by a modulo two addition of two maximum-length sequence with same length as shown in fig4. One of the advantages of gold code is to generate the large no of codes. Gold codes have bounded small cross-correlations within a set, which is useful when multiple devices are broadcasting in the same range.

In this example, two 5-stage LFSR generators, each being configured to produce an m-sequence, are used. The two m-sequences generated by the LFSR generators are shown below as well as the result of the modulo-2 addition of these two sequences.
m-sequence 1: 1000101101110110001111100110100
m-sequence 2: 100011001001111101110001010110
modulo-2 adder: 0000001100111001100001101100010

The result of the modulo-2 addition is a code sequence that is also 31 bits long, i.e., a code sequence of maximum length. [12]

b) Chaotic sequence

Chaotic sequences are Noise like waveform and possess Wideband spectrum chaotic sequence have very low values of the cross correlation function among them. This is an important issue with regard to security, because the receiver cannot be figured out from a few points of the chaotic sequence. Consequentially, the chaotic sequences also permit more users in the communication system and the system obtains a greater security, since the difficulty they present to be reconstructed for Multiple-user systems. The main usage is increased security of the data transmission and ease of generation of a great number of chaotic sequences [13].

One of the simplest and most widely studied nonlinear dynamical systems capable of exhibiting chaos is the logistic map.

\[ F(x, r) = rx(1-x) \]

or written in its recursive form,

\[ x = rx_n(1-x_n), 0 \leq x \leq 1, 0 \leq r \leq 4 \]

F is the transformation mapping function, and r is called the bifurcation parameter. Depending on the value of r, the dynamics of this system can change attractively, exhibiting periodicity or chaos. [14]

Figure 5.: Block diagram for chaotic sequence generator

V SIMULATION RESULTS

Linear Detectors that are investigated i.e., Matched filter (MF), Decorrelating Detector and Minimum Mean Square Error (MMSE). Simulation results are carried out considering Conventional Detector, Decorrelating Detector and Minimum Mean Square Error (MMSE) Detector using
MATLAB. Basic synchronous CDMA model has been used. AWGN channel is considered and with the assumption all active users have equal power. BPSK modulation is assumed, with the bits +1 and -1 being equiprobable and spreading sequence length 31 random sequences were used.

Figure 6: BER performance of matched filter using gold sequence

From Figure 6 to Figure 8 shows the Bit Error Rate performance of the matched filter, Decorrelating detector and MMSE using gold sequence. The bit error rate plots have been obtained for the 2 users, 5 users and 10 users. It is observed that as multiple access interference increases as the number of user increases the performance becomes poor. This is because the detector ignores the cross-talk between users (the MAI) as white noise.

Figure 7: BER performance of decorrelator using gold sequence

Figure 9 to 11 shows the performance of matched filter, decorrelating detector and MMSE detector. By observation MMSE gives the better performance as compared to decorrelating detector and matched filter. As the no of users increases the performance degrades.
Figure 8: BER performance of MMSE using gold sequence

Figure 9: BER performance of matched filter using chaotic sequence
Figure 10: BER performance of decorrelator using chaotic sequence

Figure 11: BER performance of MMSE using chaotic sequence
Figure 12: comparison of matched filter with gold and chaotic sequence

Figure 13: comparison of decorrelating detector using gold and chaotic sequence
From figure 12 to 14 shows the comparison of Bit Error Rate performance of the matched filter, Decorrelating detector and MMSE using different sequences like gold and chaotic sequences. The bit error rate plots have been obtained for the 2 users, 5 users and 10 users.

CONCLUSION

The chaotic sequence is well performed compared to the Gold sequence in the linear multi-user detectors. The linear multiuser detectors perform better than the conventional matched filter. MMSE detector generally performs better than the decorrelating detector and matched filter because it takes the background noise into account. Number of users increases the performance of all detectors will degrade. This is because as the number of interfering users increases, the amount of MAI becomes greater as well.
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